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Fakultat

Technische Fakultat

Modulverantwortliche*r

Dr. Dirk Frettléh

Turnus (Beginn)

Jedes Sommersemester

Leistungspunkte

5 Leistungspunkte

Kompetenzen

Es werden Kenntnisse vermittelt, um Methoden aus Informatik und Mathematik zur Implementierung von
kryptographischen Verfahren zu verstehen und zu nutzen (Primzahltests, Einwegfunktionen, Hashfunktionen,
Zufallszahlen auf dem Computer).

Zudem lernen die Studierenden grundlegende Verschlisselungs-Protokolle anzuwenden und ihre Schwdchen und
Stdrken nachzuweisen (Passwort, Challenge-and-Response, No-Key-Protokolle, Zero-Knowledge, Multiparty, Signaturen)

Lehrinhalte

O Klassische Codes, RSA, Diffie-Hellman, EIGamal, Zero-Knowledge
O Einwegfunktionen, Zufallszahlen, Primzahltests, Codierungstheorie

©  Anwendung auf Multiparty, Anonymitdt, Signaturen

Empfohlene Vorkenntnisse

Notwendige Voraussetzungen

Vorausgesetzte Module:
24-M-INF1: Mathematik fir Informatik |
24-M-INF2: Mathematik fUr Informatik Il

Erlduterung zu den Modulelementen

Die Modul(teil)prifung kann in einigen Studiengdngen nach Wahl der Studierenden auch "unbenotet" erbracht werden.
Vor Erbringung ist eine entsprechende Festlegung vorzunehmen, eine nachtrégliche Anderung (benotet - unbenotet) ist
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ausgeschlossen. Wird diese Option gewdhlt, ist es nicht mdglich, dieses Modul zu verwenden, um es in einen
Studiengang einzubringen, in dem dieses Modul bei der Gesamtnotenberechnung beriicksichtigt wird.

Modulstruktur: 0-1 bPr, 0-1 uPr

Veranstaltungen
Workload
Titel Art Turnus|5 Lp?
Kryptographie Vorlesung | SoSe | 60 h (30 | 2
+30)
Ubungen zu Kryptographie Ubung | SoSe | 60h (30 | 2
+30)

Prifungen

Zuordnung Prijfende Art Gewichtung| Workload| LP?
Modulverantwortliche*r prift oder bestimmt Prifer*in Portfolio mit unbenotet 30h 1

Abschlussprifung

In einigen Studiengdngen der Technischen Fakultédt kann die

Modulteilprifung nach Wahl der Studierenden auch "unbenotet”

erbracht werden (s. Erlduterungen zu den Modulelementen und die

jeweilige FsB). Wird die unbenotete Option gewdhlt, ist es nicht

méglich, dieses Modul zu verwenden, um es in einen Studiengang

einzubringen, in dem dieses Modul bei der Gesamtnotenberechnung

bericksichtigt wird.

Erlduterungen zu dieser Priifung siehe unten (benotete

Priifungsvariante).

Modulverantwortliche*r prift oder bestimmt Prifer*in Portfolio mit 1 30h 1

Abschlussprifung
Portfolio aus Ubungsaufgaben, die veranstaltungsbezogen gestellt

werden (Bestehensgrenze 50% der erzielbaren Punkte) und
Abschlussklausur (mit einem zeitlichen Rahmen von ca. 90 Minuten)
oder mindlicher Abschlussprifung (mit einem zeitlichen Rahmen von
ca. 30 Minuten).

Die Kontrolle der Aufgaben umfasst auch direkte Fragen zu den
Lésungsansdtzen, die von den Studierenden in den Ubungen
beantwortet werden miissen. Die Veranstalterin/der Veranstalter kann
ein individuelles Erldutern und Vorfiihren von Aufgaben verlangen
sowie einen Teil der Aufgaben durch Prdsenzibungen ersetzen.

Die Aufgaben im Rahmen des Portfolios werden in der Regel
wdchentlich ausgegeben.
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Legende

1 Die Modulstruktur beschreibt die zur Erbringung des Moduls notwendigen Prifungen und Studienleistungen.
2 LP ist die Abkirzung fir Leistungspunkte.
3 Die Zahlen in dieser Spalte sind die Fachsemester, in denen der Beginn des Moduls empfohlen wird. Je nach

individueller Studienplanung sind gdnzlich andere Studienverldufe méglich und sinnvoll.

4 Erlduterungen zur Bindung: "Pflicht" bedeutet: Dieses Modul muss im Laufe des Studiums verpflichtend
absolviert werden; "Wahlpflicht" bedeutet: Dieses Modul gehort einer Anzahl von Modulen an, aus denen unter
bestimmten Bedingungen ausgewdhlt werden kann. Genaueres regeln die "Fdcherspezifischen Bestimmungen"
(siehe Navigation).

5 Workload (Kontaktzeit + Selbststudium)
SoSe  Sommersemester

WiSe  Wintersemester

SL Studienleistung

Pr Prifung

bPr Anzahl benotete Modul(teil)prifungen

uPr Anzahl unbenotete Modul(teil)prifungen
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